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AUGUST 15, 2001

1.  Purpose.  To provide implementing guidance for Goal 1 of the Army Knowledge Management Guidance Memorandum Number 1, signed by the Secretary of the Army and the Chief of Staff, Army, on August 8, 2001.  The original guidance provided in 

Goal 1 follows:

“GOAL 1.  ADOPT GOVERNANCE AND CULTURAL CHANGES TO BECOME A KNOWLEDGE-BASED ORGANIZATION.  New policies, management structures, and strong leadership at all echelons will be necessary to manage knowledge and infostructure at the enterprise level.  To achieve this, we have tasked the Army CIO to lead change across a broad spectrum of AKM goals.  Effective October 1, 2001, all MACOM information technology (IT) initiatives, other than those that are centrally managed acquisition programs, will be reviewed by the Army CIO Executive Board.  MACOM automation funds programmed for IT efforts will be withdrawn from the MACOMs and centrally managed.  MACOMs will take immediate action to curtail IT investments unless they have a waiver and funding from the Army CIO.   Further, MACOMs will request waivers and funding authority, in concert with Goals 3 and 4 of the AKM Strategic Plan, from the Army CIO.”  

2.  Guidance Proponent.  The Army Chief Information Officer (CIO) is the proponent for implementation of this guidance.  The point of contact for architecture and requirement issues is Ms. Patricia Bodenstein, 703-693-7155, patricia.bodenstein@hqda.army.mil; for guidance issues, Ms. Doris Bell, 703-695-5214, doris.bell@us.army.mil; and for resource issues, Mr. Charles Colello, 703-428-1226, charles.colello@hqda.army.mil. 

3.  Definitions.

a. Centrally Managed Acquisition Program.  A directed, funded effort designed to provide a new, improved, or continuing materiel, weapon, or information system or service capability in response to a validated operational or business need.

b. Major Army Command (MACOM).  For purposes of this guidance, the term MACOM identifies a major organizational unit that is responsible for (1) the active planning, direction, and control of a program or segment thereof; and (2) the control of the funds allocated to it.  Some examples follow:  Army Materiel Command, Program Executive Officer’s core functions, Headquarters, Department of the Army functionals and operating activities, etc.

c. MACOM Automation Funds.  This term refers to all funding contained within Major Decision Package (MDEP) MS4Z.

d. Information Technology (IT) Initiative.  For purposes of this guidance, IT initiatives are any equipment, or interconnected system or subsystem of equipment, that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information.  The term “equipment” means any equipment used by the Army directly or used by a contractor under a contract with the Army that requires the use of such equipment, or the use, to a significant extent, of such equipment in the performance of a service or the furnishing of a product.  The term “IT” includes computers, ancillary equipment, software, architecture, security, communications, programs, facilities, services (including support services), and related resources.

e. Unprogrammed Information Technology (IT) or IT related requirements.  For purposes of this guidance, these are any requirements for which the MACOM proposes or intends expenditure (investment or expense) and for which funds were not budgeted.

f. Enterprise Level.  The highest level in an organization: it includes all missions, tasks, activities or functions.  For the purpose of this guidance, the enterprise is defined as an action, activity, program, or effort such as technology, which is applicable across The Army, and includes the active component, the Reserves, the National Guard, civilians, and selected contractors.

4. Roles and responsibilities.

a. Army CIO, as the functional proponent, will:

(1)  Develop formats and procedures for submission of projects within the PPBS process.

(2)  Incorporate this review process into the C4I/IT Investment Strategy process.  Develop working group procedures.

(3)  Chair the working group; ensure that appropriate functional areas are represented in the group; and ensure that established criteria are applied equitably.

(4)   Present the recommended prioritized IT investment projects to the Board members for consideration, discussion and approval.

(5)   Apply available funding to Board-approved investments.

(6)   Develop process to measure and evaluate benefits of the IT initiatives.

b. Army CIO Executive Board will:

(1)  Review the recommended prioritized list from the working group and approve IT projects that support the Army Knowledge Management initiative.

(2)  Identify IT projects to be funded from available MACOM Automation funds (MDEP MS4Z) centrally managed at the Headquarters, Department of the Army. 

(3)  Review recommendations and approve/disapprove requests for IT initiative waivers.

c. C4I/IT Investment Strategy Working Group will:

(1)  Develop criteria for reviewing IT initiatives and present to Army CIO Executive Board for approval

(2)  Review, prioritize and provide a recommended list of IT projects to the Army CIO Executive Board that support the Army Knowledge Management initiative.

(3)  Review and make recommendations to the Army CIO Executive Board to approve/disapprove requests for IT initiative waivers.

d. MACOMs will:

(1) For IT projects submitted for funding from MDEP MS4Z, identify IT projects that are in concert with the Army Knowledge Management initiative, Clinger-Cohen Act, and DoD and Army policies, and submit through established program and budget processes.  The IT project descriptions should include metrics and performance measures for the expected benefits.

(2)  For IT projects that will be funded from sources other than MDEP MS4Z, identify and describe projects as in (1) above, and submit requests for approval by the CIO Executive Board directly to the C4I/IT Investment Strategy Working Group for review and presentation to the Board.

(3)  Identify year of execution IT projects that are critical, unfunded and cannot be delayed for the next budget cycle.

(4)  Expend funds on IT projects only after approval by the Army CIO Executive Board.

(5)  Review and evaluate existing IT investments within the command to determine consistency with Army Knowledge Management guidance and initiate action to reduce support and eventually terminate systems that are not in compliance.

5.  Process.

The Army CIO Executive Board is responsible for the oversight and management of the CIO IT investment review process.  This review process serves as the mechanism by which the Army will select, manage, and evaluate its aggregate capital investment in IT.  The desired outcomes from this review include a well-managed, enterprise-level knowledge management infostructure consistent with established Army Knowledge Management goals; compliance with the Clinger-Cohen Act and amplifying policy guidance from the Office of Management and Budget and DoD; reduced duplication of IT assets; improved distribution of capabilities, and improved configuration management at the Army enterprise level.

The purpose of the CIO IT investment review process is to evaluate proposed IT investments (all applicable appropriations), select and prioritize the investments that will best support Army goals and missions, allocate funds, and evaluate over time whether the investments achieve their stated goals.  The CIO IT investment review is a management process implemented within the established Program Objective Memorandum and Budget processes and ensures compliance with the Clinger-Cohen Act.  The Board also directs limited Army resources toward IT projects that best support and implement Army Knowledge Management goals.

MACOMs will continue to utilize established program and budget processes to submit IT initiatives to the Headquarters, Department of the Army for funding approval of an IT project.  Activities located within the Headquarters, Department of the Army will submit their IT initiatives to the Information Management Support Center (IMCEN).  IMCEN will provide a consolidated submission to the Board for review.

In order to maintain oversight of Army IT investments, the Board will review all IT investments, whether funds are identified by the CIO from Headquarters, Department of the Army centrally managed funds or from other Army sources and non-Army sources.  The use of MACOM funding or funding from non-Army sources for IT initiatives does not constitute an exemption to this guidance; all IT initiatives must be reviewed by the Army CIO Executive Board as part of a comprehensive centrally managed program and must receive approval prior to obligating funds.

The C4I/IT Investment Strategy Working Group, composed of functional representatives, will review and analyze the MACOM submissions and develop a recommended prioritized list based on established criteria for presentation to and consideration by the Army CIO Executive Board.  The Board members will consider the proposed prioritized list of IT investments and approve the final prioritized listing.  The approved list will contain IT initiatives identified for centralized funding from MDEP MS4Z and IT initiatives that MACOMs can fund from other sources.

The implementation guidance requiring approval by the Army CIO Executive Board prior to expending funds on IT initiatives allows for the consideration of a request for waiver on a case-by-case basis.  The request for a waiver is required for IT initiatives that do not meet established criteria but are essential to executing the organization’s mission.  The request for a waiver should provide adequate justification and must be submitted to the Army CIO Executive Board for approval.  The C4I/IT Investment Strategy Working Group, responsible for the review and recommendation process, will also evaluate the request for a waiver and forward it to the Board with a recommendation to approve or disapprove.  Unless specifically noted otherwise, the effective term of a waiver is one fiscal year.   

6.  Criteria.

Compliance with:

(a) Clinger-Cohen Act

(b) Army Enterprise Architecture

(c) Army Knowledge Management Goals

(d) AR 25-1

(e) Army C4I/IT Investment Strategy

NOTE:  Additional criteria will be developed as a result of Military District of Washington (MDW) Phase I implementation of AKM.

7.  Implementation for fiscal year (FY) 2002.

The process will include the following: (1) MS4Z budgeted resources; (2) all unresourced IT requirements; and (3) all MACOM funded IT requirements.

For this year of execution, the review and distribution of centrally managed funds will be during second quarter.  The C4I/IT Investment Strategy Working Group will be reviewing prior submissions against established criteria and submitting the recommended prioritized list to the Board.  The Board will discuss and approve a prioritized list for IT initiatives for centrally managed funds and for IT initiatives funded from other MACOM sources.

8.  Implementation procedures for FY03 and out.  These procedures will be provided later based on lessons learned from the previous review cycle.

9.  Metrics.
(a) Cycle time (in days) to vet and decide investment decisions through the CIO Executive Board

(b) Dollars by MACOM and prioritized list of expenditures for those dollars

(c)  CIO Executive Board Assessment


(1)  Funding priorities



- Mission critical



-Mission essential



-Other


(2)  Duplications


(3)  Application performance (schedule, complexity, budget, customer satisfaction, meeting requirements, etc.)


(4)  In synch with AKM goals and initiatives

(d)  Prioritized list of investments, by project, by MACOM

(e)  Dollars to be allocated to other/new IT/AKM investment

10.  Information Requirements for IT projects funded through sources other than MS4Z.  The CIO Executive Board will evaluate all investments, regardless of their source of funding.  Requests for approval of IT initiatives that are funded by sources other than MS4Z should include the following information:

(a) Submitting activity

(b) POC for the initiative

(c) Title of IT initiative

(d) Brief description of initiative

(e) Total funding required, by appropriation and fiscal year

(f) C4I/IT investment area supported 

(g) Specific items/services to be procured 

(h) Statement of how this initiative supports AKM and relates to MACOM and/or Army performance goals

(i) Statement of how the investment will impact mission, enhance capability, make systems more efficient, and avoid cost.

(j) Identify performance measures which will be used to evaluate the outcomes of this initiative 

(k) Confirmation of the following:

(l) System requirements are compliant with Joint Technical Architecture – Army requirements 

(m) System requirements are compliant with information assurance requirements 

(n) Supporting business processes have been analyzed and revised as appropriate; processes have been either (a) entered into the Army BPR database or (b) modeled after an existing process in the database.  Provide  the unique name of the process contained in the data base.

(o) Risk assessment has been performed

(p) Private sector evaluation has been performed

(q) Potential for sharing with other Services or federal/state/local governments has been identified
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