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Implementing Instructions for AKM Goal 4

1. Purpose: To provide implementing guidance for Goal 4 of the Secretary/Chief of Staff, Army memorandum, Subject: Army Knowledge Management Guidance Memorandum 1, 08 AUG 01 which directs:

a.  "By 1 October 2001, every soldier - - active duty, Army National Guard, and Army Reserve, and Department of Army Civilian will have an AKO account." 

b. Functional and MACOM managers streamline and webify their applications and link them to AKO by July 2002 or obtain waiver from the Army CIO. 

2. Guidance Proponent: The Office of the Director of Information Systems for Command, Control, Communications, and Computers (ODISC4) is the proponent for implementation of this guidance. The point of contacts for Army Knowledge Online are Colonel Robert Coxe, (703) 704 3623, DSN 654-3623, robert.coxe@us.army.mil, and LTC Rod Wade, (703) 704-3625, DSN 654-3625, roderick.wade@us.army.mil.

3. Definitions:  

a. Accessing Information:   AKO is to become the single source of information for all soldiers (Active Duty, Reserve, and National Guard), Department of the Army Civilians, and authorized support contractors.   Additionally, AKO will be available for use by the Army retirees and other sponsored individuals. 
b.  Conducting Business:  AKO will be the single site for soldiers and civilians for conducting the Army’s business.


c. Managing Operations:   AKO will be the site for operational forces to conduct their mission coordination, logistical planning, intelligence gathering, and human capital coordination.


d.  Functional Manager:  The Functional Manager is typically the HQDA proponent office responsible for working with the MACOM and AMC staffs to fund the development, fielding and operational support of mission applications.

f.  Webify:  Webify encompasses both Web-Enabling and Web-Basing applications.  A Web-Enabled application is an application where the user can access information via a thin client browser.  A Web-Based application has been designed from the ground up so that you perform all functions from any web browser, including program setup, diagnosis, data entry, report generation, and all other management activities. 

4. Roles and Responsibilities:
a. The ODISC4-Chief Technology Office (formerly the SACC), as the technical proponent, will:

1) Develop and implement technical architecture for Army-wide AKO account activations.

2) Provide weekly updates via AKO to MACOM leadership outlining the number of AKO users by MACOM. 

3) Provide Help Desk services to facilitate new users.

4) Conduct usage factor analysis with monthly reports to DISC4-AKM and MACOMs.

5) Provide facility for reviewing/staging, regression/compatibility testing, and approving of Functional and MACOM web applications prior to AKO portal linkage. 

6) Provide Portal Management Guide (TBP) for Functional and MACOM web administrators.

b. The ODISC4 Strategic Partnering will:

1) Consolidate and process all waiver requests.



2) Format and process for waiver requests will be provided by ODISC4-AKM NLT 07 SEP 01 and will be posted to WWW.US.ARMY.MIL/AKM.

c. Functional and MACOM managers will:

1) Promulgate SEC/CSA Memo to all command levels.

2) Establish procedures for tracking number of AKO users internal to their organizations.

3) Conduct review of existing processes to include those legacy systems which are not web enabled and current web applications and processes.  Use the IT Registration Database (formerly Y2K compliance database) mission critical systems and mission essential systems as the baseline for identifying systems to review.
4) Identify and report those systems that will be webified and those that will be streamlined to ODISC4-AKM.

5) Begin process of steamlining and webifying existing and future web applications and linkage to AKO.

6) Identify those processes/systems that cannot be webified, and submit waivers NLT 1 Dec 01 to ODISC4 Strategic Partnering.  Identify specific resource, functional issue, or application elimination date that prevents the process/system from being webified in the waiver request.

7) Comply with guidelines contained in CTO Portal Management Guide. (TBP)

5.Processes.  
CONOPS to be published in the Portal Management Guide (PMG).

6. Metrics.  

a. Track MACOM AKO account progress, by numbers and percentages, on a weekly basis.

b. Track functional webification of mission critical applications, by MACOM and functional proponent by number and percentage of applications, on a monthly basis.
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